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ABSTRACT

This independent study was about computer network systems related to the laws regarding
computer-related crime. All sectors collected computer traffic data as evidence for network
usability. This independent study made use of computer traffic data by analyzing data to search for

the intruders and threats occurring in the system by using decision tree.

Computer traffic data for learning was used as the model which was analyzed by the decision tree.
Then, the decision tree was built. When the equipment transferred traffic data into the system, it
determind if the data were intruders or threats. If intruders were found, the system kept data for
building the decision tree and learning data were continually collected. The system had faster
verification and better prediction of intruders and threats according to the data sent by the

equipment.

The results of the study were consistent with the objectives and scope of the research. The results
were summarized into a graph. It was found that when the system had additional learning and the
node of the decision tree was adjusted, less time was taken to detect intruders or threats along with

increasing efficiency.



